
最寄りの警察署又はサイバー犯罪相談窓口 

秋 田 県 警 察 サ イ バ ー 犯 罪 対 策 課
AKITA PREFECTUAL POLICE CYBER CRIME CONTROL DIVISION

年末年始は、
 セキュリティ対策を強化して
　　　　　 お過ごしください。

一、緊急連絡体制の確認

年末年始前の対策

 不測の事態が発生した場合に備えて、委託事業先を含めた緊急連絡体制
や対応手順を確認する。

二、使用しない機器の電源OFF

 年末年始に使用しない機器は電源をOFFにする。

一、定義ファイルや修正プログラムの更新・適用

正月明けの対策

 セキュリティソフトの定義ファイルを更新、OS・各種ソフトウェアの
修正プログラムを適用する。

二、サーバ等における各種ログの確認

 不審なアクセスが発生していないか、サーバ等の各種ログを確認し、不
審なアクセスが記録されていた場合は早急に調査を行う。

三、不審なメールに注意

 実在する企業になりすました標的型攻撃メール、フィッシングメールを
受信している可能性がある。
 年末年始明けはメールが溜まっていることが想定されることから、十分
注意してメールチェックし、不審なメールを受信していた場合はすぐにシ
ステム管理者へ報告する。

最寄りの警察署又はサイバー犯罪相談窓口 被害を把握したら警察に通報・相談を！


